Tips on How to I.D., and Avoid, Work-from-Home Scams
By Jeff Isaac, Esq. 

Working and earning a livable income from home in your fuzzy slippers is certainly a romantic notion, but idealist beware: those who respond to the litany of “work-from-home” job advertisements might as well waive a red flag and publish their own ad declaring themselves “easy prey” for scammers.

It’s safe to say that most of us would like to work from home, especially when the job involves “No Special Skills”, “NO WORK!!,” or the ability to “WORK WHEN YOU WANT” and  “MAKE THOU$AND$!!!” However, the reality is that these ads rarely, if ever, actually involve legitimate job opportunities, but rather are nothing more than a ploy to get the unenlightened, non-cynical set to respond. The advertiser can then unleash its barrage of junk mail and/or telemarketing calls at best, or carry out identity theft at worst.

These advertisements are just phase one of a scam campaign.  Even if you don’t buy into whatever the first group is selling, they will simply sell your contact and other information to a list broker, who then sells it to other scammers.  And be prepared, as once someone responds to one ad, they are forever earmarked as a “hot”, pre-qualified prospect who is receptive to - or susceptible to as the case may be - such campaigns.

Here is a bit of advice to help home-based salary seekers avoid the pitfalls of such work from home scams:


· Be wary of any job opportunity that is advertised with an over abundance of punctuation, symbols, out of place uppercase lettering, etc. all designed to catch your eye.  These ads also typically incorporate short eye-catching phrases such as, “no work”, “do it in your spare time”, “be your own boss”, and “get out of bed when you want to.”  Ask yourself: what kind of people is this company looking for?  Legitimate employers don’t seek lazy, irresponsible workers who are not accountable.

· Look out for is ambiguous job descriptions.  If you can’t tell what kind of job it is until after you pay a fee, it’s probably a scam.  Should you pay this fee, you will generally be given misleading information and inflated income potential to suck you in even further.  
· Most importantly, any fee – that related to procuring the job description or otherwise - is a glaring red flag.  Legitimate employers do not charge you to work for them.  To make any money at one of these “jobs”, you generally are required to scam someone else, often in the same manner you where scammed, and even so rarely make a profit (should you even want to in such an instance).  The only people who make money on these deals are the scammers themselves. 
While cliché, the old adage remains true with respect to work from home ‘opportunities’: if it sounds too good to be true…it more than likely is.
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